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Abstract of the contribution: This contribution proposes a solution for on-demand SM setup procedure.
Introduction
On demand SM setup has been agreed as one of the architectural principles. It is possible that when UE has attached to the Network, no session is established for PDU transferring. For the MO traffic, it is clear that when the UE want to transfer the data the Session can be activated. For the MT traffic, it is not clear how to activate the Session. To solve this case: 

Option 1) ask the UE to activate the PDN connectivity service even the UE do not have MO traffic at that time. If we do like this, the benefit of on demand SM setup is lost as finally all UE may always be required to establish session for any possible MT traffic in future.  

Option 2) Network can trigger the UE to activate the PDN connectivity service if need.

Considering all above, it seems the better way is to introduce a network triggered PDN connectivity service establishment mechanism. One example is that the AS want to communicate with the sensor to get its status information even the PDN connection has not been activated. 
For non IP based PDU type the PDU routing is not based on the IP address but via other identifier, e.g. MSISDN or URI. 
For the IP based PDU type the PDU routing is based on the IP address. It is impossible to send the mobile terminated traffic via the non exist IP address assuming the IP address allocated to the UE is not static. 
To unify above two different PDU type network triggered SM setup procedure, it is proposed that network can send a trigger message to the UE. Based on that trigger message, the UE activate the PDN connectivity service. 
Proposal

The contribution proposes an on-demand SM setup solution of WT-1 SM model. It is proposed to add the following solution to TR 23.799. 
* * * Start of changes * * * *

6.4.x
Solution 4.x: Network triggered on-demand SM setup procedure
6.4.x.1
Architecture description

This solution applies to Key Issue 4: Session management, specifically on network triggered on-demand SM setup procedure. 
On demand SM setup has been agreed as one of the architectural principles. It is possible that when UE has attached to the Network, no PDU session is established. The PDU session can be activated when the UE want to transfer the data. It should also be possible that PDU session can be activated when MT traffic is to be transferred. 
It is proposed to introduce a mechanism that the network can trigger the UE to establish the PDN connectivity when it is need. This mechanism applies to all PDU type. The principle of this mechanism is that: 

- 
The network sends a session activation trigger message to the UE.

-
When the UE receives the session activation trigger message, it activates the PDN connection as requested.
6.4.x.2
Function description
Editor's note: The detail parameters at each step the flows are FFS.

[image: image1.emf]UE AN

CP-NF 

(MM)

Subscriber

Data

Repoistory

NIWF

1. PDU Session Request

Application

Authentication & 

Authorization

2. Subscription Information Req/Res

4. PDU Session Trigger Request/Response

7. The procedure of  PDU session setup in 6.4.2.2.1/6.4.2.2.2

3. PDU Session Trigger Request

5. PDU Session Trigger Response

6. PDU Session Response

8. PDUSessionEstablishment confirmation

CP-NF 

(SM)


Figure 6.4.X.2-1: Network Triggered PDU Session Setup 

1. The Application Server need send the data to UE and the PDU session has not been established between the UE and Application Server. The Application Server sends a PDU Session Request (External Identifier or MSISDN, Application Identifier, validity period, Application Port ID) message to the NIWF (Network InterWork Function). The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the PDN Session Request message is valid. So if the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. 

The NIWF checks whether the Application is authorised to send the PDU Session Request based on the Application Identifier. The NIWF also check whether the Application server has exceeded its quota or rate of trigger submission. 
2.
The NIWF sends a Subscriber Information Request (External Identifier or MSISDN and Application Identifier) message to the Subscriber Data Repository to determine the NF which serves the UE, i.e. the CP-NF(MM).

3.
The NIWF send the PDU Session Trigger Request (DN name, Application Port ID, Application Identifier) to the determined CP-NF (MM). The DN name indicates which Data Network the PDU session is to be established. It is determined based on the Application Identifier and local configuration.
4.
The CP-NF (MM) sends the PDU Session Trigger Request (DN name, Application Identifier, Application Port ID) to the UE. If the UE is not connected, the network pages the UE and delivers the message to the UE. Based on the Application Port ID, the related Application client on the UE is selected. The corresponding response message is send back to the CP-NF (MM) to confirm the receiving the request message. 

5.
The CP-NF (MM) sends the PDU Session Trigger Response to the NIWF to confirm the Request message has been received by the UE. 

6.
The NIWF sends the PDU Session Trigger Response to the Application Server. 

7.
The UE triggers the PDU session setup procedure as described in section 6.4.2.2.1/6.4.2.2.2. The Data Network to be connected is the DN name received at step 4.

8.
After the PDU session to the determined DN is activated, the UE send the PDU Session Establishment confirmation message to the determined Application Server as the indicated Application Identifier received at step 4. 
6.4.x.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * End of changes * * * *
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